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Today’s Speaker

Jeffrey Smith

Vice President, Quality Control & Operational Risk Management

Jeff Smith is vice president of Single-Family quality control and operational risk 

management in the Freddie Mac Single-Family Acquisitions Division. He leads 

quality control (QC) activities associated with new loan purchases and our fraud 

program related to the division’s business activities. He also oversees the 

Counterparty Operational Risk Evaluation (CORE) program and governance and 

serves as Acquisitions Division Risk Officer (DRO) for operational risk. Joining 

Freddie Mac in 2022, Mr. Smith has 35 years of experience in consumer financial 

services, including 25 years with Wells Fargo Home Mortgage, where he most 

recently served as executive vice president of mortgage servicing. Prior to that, he 

was their senior vice president of compliance and operational risk.
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SF Acquisitions Operational Risk Management

Quality Control

Counterparty 
Operational Risk 

Evaluation

Third Party

• Seller/Servicer

• Supplier

Compliance

• Regulatory 

• Fraud

Assess quality of loans being 

delivered to Freddie Mac.

Assess the 

operational control 

environment of SF 

counterparties.

Holistic view of Third-Party 

operational risk.

Assess the regulatory 

risk and fraud posed 

by SF counterparties.

Operational 

Risk 

Management
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Quality Control Holistic View

Freddie Mac Single-Family manages risk at every step of the loan manufacturing process from pre-funding, at funding and post-

funding through a combination of technology (Loan Advisor Suite of applications), process automation and loan documentation 

reviews.

Pre-Funding

Loan Product Advisor Suite
At Funding

Loan Selling Advisor

Post-Funding

QC Loan File Review

Repurchase

QC Loan File Review

Preventive Controls Detective Controls

Sampling

QC Loan File 

Review 

Loan File 
Request/
Receipt

Reverification

Review

Remedy

Decision

Post-Funding QC Loan File Review Process

Sampling
• Random Sample

• Targeted

• Non-Performing

• Responsible Lending Compliance

Loan File 

Request/Receipt
Loan file must be requested and received from Seller

Reverification Key information is reverified

Review

• Loan file reviewed against Guide requirements and Seller contract, as well 

as to confirm accuracy of data delivered to Freddie Mac

• Review may be full scope or only a component (e.g. collateral)

Decision
Based on the review, a decision is made by SF QC that the loan was either 

acceptable quality or not acceptable quality

Remedy

• Repurchase request issued on not acceptable quality loans 

• Seller may appeal; if successful, repurchase request is rescinded

• When Seller accepts repurchase alternative (recourse/indemnification) or 

repurchases a loan selected in the Random Sample, the defect will 

influence future sampling  
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CORE Review Process
Counterparty Operational Risk Evaluation (CORE) is responsible for conducting Single-Family counterparty 

reviews to assess the design and operating effectiveness of operational controls, as well as identifying 

potential risks to Freddie Mac.

• Review are conducted on a cyclical schedule ensuring over a three-year period approximately 90% of 

exposure is reviewed.

• A standard full scope review give a consistent, holistic operational control environment view of the SF 

counterparty.

Annual 
Plan

Review 
Planning

Review 
Execution

Post 
Review

Quality 
Assessment 

(PSR)

Issue 
Mgmt

• The Annual Plan 

determines the 

reviews to be 

conducted by 

CORE each year.

• Quarterly ongoing 

monitoring is 

performed to 

determine when 

counterparties 

should be added to 

the Plan.

• CORE has a 

standard scope 

review that is the 

base line for all 

reviews.

• Analysis is 

performed to 

determine if the 

scope should be 

expanded.

• Review 

execution 

incudes both 

design and 

operating 

effectiveness.

• The review 

objectives are 

met using 

inquiry, detailed 

testing and 

review of 

documentation.

• Findings are 

communicated 

internally and 

externally with 

an Exit Meeting 

with the 

Counterparty.

• Final Report 

distributed 

internally and 

Letter to the 

Counterparty.

• Review to 

assess CORE’s 

adherence to 

procedures and 

consistency in 

execution.

• Track and 

monitor the 

status of all 

outstanding 

findings.

• Assess 

adequacy of 

remediation 

plans.

• Validation of 

remediation prior 

to closure.
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Ongoing Internal Risk Management Activities

Single-Family has multiple risk management program established to monitor and manage the operational risk of approved 

Seller/Servicers.  These program ensure risk is identified and effectively managed to protect Freddie Mac.

Third Party: Seller/Servicer Operational Risk Management Activities

Operational 

Risk 

Management of  

Seller/Servicers

Monthly risk rating that consolidates key operational risk 

management information into a single rating for the highest 

risk Seller/Servicers.

Inherent Risk Assessments

Servicing Performance

Cyber & Privacy Incidents

Comprehensive Risk Ratings

Assessment of the Seller/Servicer inherent risk to support 

the identification of the highest risk Seller/Servicers and 

CORE examination scoping.

Assessment of risk focused on key servicing metrics and 

servicing reviews. 

Risk assessment and review of all cyber or privacy related 

incidents that occur at a Seller/Servicer.

Quality Control 

CORE (Control Effectiveness & Residual Risk)

Annual Certifications

Issue Management

Compliance Risk Assessments

Continuous monitoring of issues identified by CORE 

including review of submitted action plans and validation of 

completed remediation.

Review and risk assessment of regulatory actions, legal 

actions, and negative news for individual Seller/Servicers.

Review of the quality of loans purchased from the 

Seller/Servicer to determine people, process, and system 

effectiveness for underwriting.

Assessment of process and control effectiveness of a wide 

range of key Seller/Servicer functions.  The assessment 

enables a Control Effectiveness and Residual Risk rating.

Annual certifications by all Seller/Servicers that includes key 

information on compliance with the Seller/Servicer Guide 

and relevant risk management information. 
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Third Party: SF Supplier Risk Management

• SF SRM is responsible for Risk oversight and execution of requirements from Federal Housing 

Finance Agency (FHFA), Freddie Mac’s Enterprise Third Party Office, and Freddie Mac’s 

Enterprise Supply Chain.  

• SF SRM performs activities throughout the Supplier Third Party Lifecycle and serves as a central 

point to provide guidance to SFs Supplier Relationship Managers and oversight of SFs Supplier 

Engagements.

• SF SRM Administers the Enterprise Operational Critical Third-Party Program which mandates 

enhanced due diligence for critical Suppliers.

Business Area Due Diligence1 Contracting1 Ongoing Monitoring Terminations

SF

Supplier 

Risk 

Management

Supplier Inherent 

Risk Assessment 

(IRA) Approval

• Enterprise Operationally 

Critical Third-Party Risk 

Management

• Troubled Supplier Watchlist

• IRA Findings Monitoring

• SF Significant Supplier 

Monitoring

• Supplier Contingency Plan  

Approval/Oversight

• Supplier Performance 

Monitoring

• Supplier Inventory 

Maintenance

• Risk Subject Matter Experts

Supplier Contract 

Monitoring

Supplier 

Terminations / 

Non-Renewals 

Monitoring

Supplier Third-Party Risk Lifecycle / SF SRM Activities

1-In partnership with Freddie Mac Enterprise Supply Chain
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Single-Family Fraud Risk Program

Detection

Investigation

Resolution 

Regulatory 

Compliance 

• Receiving Fraud Tips

• Analytics/Key Risk Indicators

• Seller/Servicer Monitoring

• Internal Targeted Training

• Researching Fraud Tips

• Investigations/Fieldwork

• Exclusionary List

• Closure

• Exclusionary List Additions

• Law Enforcement Referrals

• Civil/Criminal Tracking

• Suspicious Activity Reports

• Immediate Notifications

• Suspended Counterparty 

Program

• Monthly/Quarterly Reports

• Fraud Case Management 

System

• Know Your Customer

Prevention
• Internal Partnerships

• External Partnerships

• Exclusionary List

• Regulatory Referrals

• Internal Referrals

• Policy Feedback

Freddie Mac’s Single-Family Fraud Risk (SFFR) manages a broad spectrum of fraud-related matters and risks through two 
teams. 

• One focuses on Detection and Compliance issues through Suspicious Activity Report filing, Key Risk Indicators, analytics, 
reporting, and training. 

• The other conducts onsite Investigations and drives Resolution through internal referrals for repurchase and policy 
changes, external referrals to law enforcement and regulatory bodies. Their work includes evaluation for placement on 
our Exclusionary List which precludes further business with identified fraudsters.

Investor Day – April 20, 2023



Prepared by Freddie MacPublic © Freddie Mac

Questions?
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Thank You


	Slide 1
	Slide 2: Today’s Speaker
	Slide 3: Our Agenda
	Slide 4
	Slide 5: Quality Control Holistic View
	Slide 6: CORE Review Process
	Slide 7
	Slide 8: Third Party: SF Supplier Risk Management
	Slide 9: Single-Family Fraud Risk Program
	Slide 10: Questions?
	Slide 11: Thank You

